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Security Risk Management (SRM) Training
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The aim of this course is to introduce managers of humanitarian and
development programs in insecure areas to the techniques and tools of
managing risk. Emphasis is placed on three principle areas of concern: security
risk assessment, security plans and planning, and critical incident management.
Courses are often approximately 40 hours and can be done in course or on-line.
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Personal / Field Security Training
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This course is designed to prepare individuals for travel and work in challenging
environments. think

Participants review their immediate threats and hazards, and learn skills,
procedures and knowledge to stay safer.

Objectives:

To analyse the current threats, focusing on the main security concerns of staff in
the field, and how to address these.

To develop a practical understanding of the safety and security environment,
and how to develop and establish a culture of safety and security awareness in
your organisation.

To become aware of and understand personal, organisational and community
roles in safety and security.
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Hostile Environment Awareness Training (H.E.A.T)
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Enables you to survive critical situations and to take care of your own safety in
high-risk areas. The course provides participants with knowledge and skills to
lower the potential risks and cope with threats, injuries, hostage takings, terrorist
attacks, armed conflict and more. Organisations, groups and individuals who
wish to conduct business or travel in complex, hostile or remote areas face risks
on a daily basis, many of which can be life threatening. These risks can have a
detrimental impact on reputation, programmes and most importantly personal
security. Courses are often 4-5 days and include theory, practical skills and
simulations. Essential for those visiting areas that even though an armed conflict
may have not yet occurred or hostilities have ceased, there may be periods of
unrest caused by uncontrolled elements making use of the current unstable
situation in the host country or the settlement of the conflict
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Crisis Management
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intended to familiarise mid/senior level humanitarian aid workers with the
theoretical and practical aspects of crisis management and enable them to
respond to crisis as a team. The aim of this course will be to provide a
framework for senior staff to manage various crisis situations and incidents
affecting the organization.

Participants will gain better knowledge about the application of crisis
management mechanisms and start developing better strategic response in
terms of team structure, roles, steps and decision making in humanitarian
organizations. They will also gain the knowledge and skills on how their
organizations can interact with other agencies during crisis and understand how
these structures may be utilized by the organization.
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Safety in the Field
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Online Course by UNDSS / UNDSSD# Y51 VHHE




Basic Security in the Field / Advanced Security in the Field: JR5IC6F3 22 (BERR - LR EE
0L 21RL B (UN Department of Safety and Security)icko>T/ER I, EEOR2EEYATA (UN
Security Management System)DX R B3 EERE. RikbLVBERERIOTY 71 VIME, COMERE
LT, BEOREEEBYATL, BEPBEP - EEVHISICEIEMRODMLRLER. BEPAMNIE
B, ERAIT FICE3REE0YIMT. RIB0EM B BEIEH 0. RIBICHELH-o:BE00EM
M ERTIETIBERANFENG, 2TORBLBERBEIHIEREL. RBICRESNIBER0 LK

RHH 5o

Basic Security in the Field / Advanced Security in the Field




